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"I have 100s of followers on my account.”
"People ask me ‘for pics’ all the time."
"People are always swearing and arguing in our group chat.”
"I share my photos publicly so that I get more likes."
"T see inappropriate stuff all the time."

Dear Parents/Carers,

We were delighted to be awarded our Digital Schools Award at the start of the year which
recognised the creative ways we are using technology across the school. However, the quotes above
from our children during Digital Safety Week has highlighted a growing need to be doing more when
it comes to keeping children safe online.

We have a number of concerns about children using apps and being exposed to content which is
designed for adults. Unfortunately, this is leading to very concerning and dangerous situations where
unknown adults are contacting children online.
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A recent survey showed that 78% of children receive friend requests in an online game from people
they don't know and nearly half have received requests tfo meet up with strangers in person.

1 in 10 children have seen pornographic images by the age of 9 and this rises to 5 in 10 children by
the ages of 11-13.

These stats are not being shared for dramatic effect - but to make you aware of the very
real issues facing children across the UK - not just at Carrick Knowe.
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As well as this, school staff are
finding themselves dealing with
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on WhatsApp.
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At Carrick Knowe, we will continue to
talk with children about Digital
Safety and we will be promoting the
‘THINK' message (see image) when it
comes to posting things online.

We ask for your support in this too because all of this IS having an impact on behaviours, IS having
an impact on relationships, and IS having an impact on learning and teaching.

What can I do?

1) Sit down with your child and speak to them about what they use their phone/tablet for and what
they are accessing. Open conversations are key.

2) Despite most Social Media apps having a 13+ age limit (WhatsApp is 16), we recognise many of our
children feel the pressure to create one. If they do have one, try and get them to be open with you
about it, make sure you are able to monitor any chats and remove them from any groups which are
becoming volatile.

3) Make sure all privacy settings on apps are set to private. Try and dispel this myth that 'getting
likes and followers' is a good thing and instead spread the message that this is dangerous for young
children. Explain that nothing they post online is ever guaranteed to remain private and they should
always THINK before they hit send.

4) Ensure all parental controls are used. This is not o 'spy’ on your children or because you cannot
trust them but because the online world can be a dangerous place. Most devices allow you to:

e Block specific apps or websites

e See how much time has been spent on apps

e Set inappropriate content filters

For children with an android device, the Google Family Link app is free and has been recommended
by a number of parents/carers at Carrick Knowe as well as school staff. As well as all of the features
mentioned above, the app also has the benefit of having a location tracker.
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https://play.google.com/store/apps/details?id=com.google.android.apps.kids.familylink&hl=en_GB&gl=US&pli=1

For children using an Apple device such as iPhone or iPad, there are features available for parents
by going into the settings and using ‘Family Sharing’. This links accounts together and allows you to
manage exactly how a child's device is used including receiving notifications when they want to buy
or download apps. Other useful features include ‘Downtime’ which will lock a device at certain times
of the day and 'App Limits' which removes access once an app has been used for a specified length
of time. More information about parental controls can be found here:
https://support.apple.com/en-gb/HT201304

Our school website has a 'Digital Safety’ page and on there you can find guides to the most popular
social media apps and how to ensure your child is safe when using them - we've given an example of
the WhatsApp one below. There are also guides on topics such as mental health, age-appropriate
content and cyberbullying. We are happy to print any of these guides upon request.

https://carrickknoweprimary.com/digitalsafety/

If you are needing any further support or advice on any of the issues in this letter, then feel free
to get in touch. We also welcome any feedback as we continue to develop our Digital Safety
curriculum across the school.

Many thanks, What Parents & Carers|Need to)know about
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https://support.apple.com/en-gb/HT201304
https://carrickknoweprimary.com/digitalsafety/

